**DevOps/Build & Release Engineer**

**SANTOSH SUBEDI**

Phone: 682-999-8473

Email:ssubedi761@gmail.com

# Professional Summary

* 7+ years of IT experience which includes detailed technical knowledge and experience of Build Engineering and Configuration Management processes, tools and best practices.
* Experienced as DevOps Engineer, build & release engineer with extensive knowledge of cloud.
* Experienced on Python, Groovy, Ruby, Java and Shell scripting but am passionate about learning new languages on demand.
* Loves researching and implementing monitoring solutions for challenging architectural problems.
* Experienced with Ubuntu/Linux and DevOps environment.
* Experienced with Application Deployments & Environment configuration using Ansible.
* Deployed and configured Jenkins CI including slave node configurations.
* Experienced on container Orchestration tools such as Docker and Kubernetes.
* Experienced with build automation tools such a Jenkins.
* Used Jira, Confluence as defect management
* Excellent in configuration management using Ansible, Chef, and Puppet.
* Experienced in working with SQL database such as MySQL, Aurora, Oracle PostgreSQL.
* Experienced in working with Non-SQL database such as AWS DynamoDB.
* Experienced with automating release process using Maven, Jenkins, and Jira as tools in diversified project environment.
* Extensively used build utilities like Maven.
* Experienced with Version Control application such as Git, Gitlab and GitHub.
* Experienced using AWS resources such as EC2, S3, EBS, S3, VPC, IAM, Security Groups.
* Experience in working with DevOps, CI/CD using CI tools like Jenkins, Maven, Artifactory, SonarQube, Ansible, JUnit and Fortify.
* Extensive experience with Installation, Configuration, Maintenance, and Troubleshooting in Linux (RHEL 5.x, 6.x, 7.x, CentOS 5.x, 6.x, 7.x, Oracle Linux 5.x, 6.x, 7.x, Ubuntu 12.x,13.x,14.x) and Unix (Solaris 8, 9,10).
* Demonstrated strong proficiency in automating infrastructures deployment and setup, utilizing Kickstart servers for provisioning Red Hat Enterprise Linux 5.x/6.x/7.x and Oracle Linux 5.x/6.x/7.x servers.
* Expertise in troubleshooting the problems generated while building, deploying and also in production support.
* Efficient in User Administration, Group Administration, and Process Monitoring and Management in fast-paced environments.
* Excellent Team Player with ability to think analytically, excellent verbal and written communication skills.
* Analytical, quick, learner, result-oriented Seeking opportunities that will enable me to leverage my skills and knowledge to exceed expectations.

# 

# Technical Skills:

* **Work Environment:** SDLC Agile, Scrum, Waterfall
* **Cloud Services:** AWS
* **Build Tools:** ANT, MAVEN
* **Continuous Integration/Continuous Delivery:** Jenkins
* **Web/Application Servers:** Apache Tomcat, JBOSS, HTTP Server, WebLogic
* **Bug Reporting Tools:** JIRA, and Confluence.
* **Virtualization/Containerization Platforms:** Virtual Box, Vagrant, Docker
* **Version Control:** Git, Gitlab, Subversion
* **Logging & Monitoring:** CloudTrail, CloudWatch, Splunk, Logstash, Nagios
* **Configuration Management:** Ansible, Chef, Puppet, Kubernetes
* **Operating Systems:** Linux, Windows, UNIX
* **Infrastructure as Code (IaC):** CloudFormation, Terraform
* **Database & Storage Management:** RDS (MySQL, Aurora, Oracle PostgreSQL), DynamoDB, S3, Glacier, Redshift, EBS, EFS.

# Works Experiences

## AWS DevOps Engineer/Build & Release Engineer

**IBM/VERIZON, IRVING, TX** ­ Oct 2019 – Present

**Responsibilities:**

* Planned, deployed, monitored, and maintained AWS cloud infrastructure consisting of multiple EC2 Instances as required in Dev, Test, Non-production and Production Environments.
* Created CloudFormation templates to provision various AWS resources like EC2, ELB, ASG, ENI, S3, SNS, Security Groups etc.
* Created security groups, network ACLs, Internet Gateways, Route tables and Elastic Network Interface (ENI) to ensure a secure zone for organizations in AWS public cloud.
* Created users, roles and groups using Identity Access Management (IAM) and attached the required policies
* Created monitors, alarms and notifications for EC2 hosts using Cloud Watch.
* Worked on Multiple AWS instances, set the security groups, Elastic Load Balancer and AMIs, Auto scaling to design cost effective, fault tolerant and highly available systems.
* Created S3 buckets and managed policies for S3 buckets and utilized S3 bucket and Glacier for archival storage and backup on AWS.
* Involved in supporting cloud instances running Linux and Windows on AWS, experience with Elastic IP, Security Groups and Virtual Private Cloud in AWS.
* Utilized AWS CLI to automate backups of ephemeral data-stores to S3 buckets, EBS and create nightly AMIs for mission critical production servers as backups.
* Experience in Python programming for deployment of Java applications and implementation and automation of Shell scripts for build and release automation.
* Extensively worked on Jenkins CI/CD pipeline jobs for end-to-end automation to build, test and deliver artifacts and troubleshoot the build issue during the Jenkins build process.
* Implemented Jenkins Code Deploy plugin to deploy to AWS and used to automate the build process and deploy the application to Tomcat server.
* Automated deployment of builds to different environments using Jenkins and Ansible Playbooks.
* Managed Ansible Playbooks with Ansible roles.
* Extensive exposure to Configuration Management policies and practices with regards to SDLC; along with automation of scripting using BASH/Shell.
* Monitoring of Linux servers and applications via CloudWatch.
* Setting up SSL certificates in different environments for Java Springboot Microservices.
* Maintained Fortify Scan and Black Duck scan reports and ensured the application code packages were not subject to vulnerability.
* Configured Logstash, Log4j and Kafka to send application Logs to Splunk.
* Wrote Ansible playbooks to manage configurations and install packages on AWS instances using Jenkins.
* Worked in implementing entire CI/CD using Groovy Scripting by writing Jenkins file.
* Implemented Continuous Integration and Continuous Delivery using Jenkins and Git, GitLab Jfrog Artifactory, Ansible Playbooks, AWS EC2.
* Performed Branching, Tagging, Release Activities on Version Control Tool GITLAB.

**Environment:** AWS (EC2, ELB, ASG, SNS, ENI, S3, CloudWatch, CloudFormation), IaaS, PaaS, IaC, Jenkins, GitLab, Jira, Unix/Linux, Shell Scripting, Groovy.

## DevOps/Build & Release Engineer

**GREEN DOT, LA JOLLA, CA** - **Feb 2017 – Sept 2019**

**Responsibilities:**

* Planning, deploying, monitoring, and maintaining Amazon AWS cloud infrastructure consisting of multiple EC2 nodes and VMware VM's as required in the environment.
* Created CloudFormation and Terraform templates to provision various AWS resources like EC2, ELB, ASG, ENI, S3, SNS, Security Groups etc.
* Used security groups, network ACLs, Internet Gateways, NAT instances and Route tables to ensure a secure zone for organizations in AWS public cloud.
* On boarded and migrated test and staging use cases for applications to AWS cloud with public and private IP ranges to increase development productivity by reducing test-run times.
* Involved in building own PaaS with Docker; deployed various applications through Dockers containers.
* Dockerized applications by creating Docker images from Dockerfile.
* Created monitors, alarms and notifications for EC2 hosts using Cloud Watch.
* Implemented and maintained Chef Configuration management spanning several environments in VMware and the AWS cloud.
* Working on Multiple AWS instances, set the security groups, Elastic Load Balancer and AMIs, Auto scaling to design cost effective, fault tolerant and highly available systems.
* Creating S3 buckets and managing policies for S3 buckets and Utilized S3 bucket and Glacier for Archival storage and backup on AWS.
* Worked on integrating GIT into the continuous Integration (CI) environment along with Anthill-Pro, Jenkins
* Developed automation scripting in Python (core) using Puppet to deploy and manage Java applications across Linux servers. Conducting meetings with developers and managers to resolve merge issues during build and release.
* Virtualized the servers using the Docker for the test environments and dev-environments needs. And, configuration automation using Docker containers.
* Wrote Ansible playbooks with Python SSH as a wrapper to manage configurations and the test playbooks on AWS instances using Python.
* Used Splunk as a logging and monitoring tool to identify and resolve infrastructure problems before they affect critical processes and worked on Nagios Event handlers in case of automatic restart of failed applications and services.
* Well Versed with Configuring Access for inbound and outbound traffic RDS DB services, DynamoDB tables, EBS volumes to set alarms for notifications or automated actions.
* Expert Knowledge in Bash Shell Scripting, Automation of CRON Jobs.
* Implemented a GIT mirror for SVN repository, which enables users to use both GIT and SVN.
* Implemented Continuous Integration using Jenkins and GIT.
* Used Groovy scripts for CI/CD pipeline builds, and activity involved in the entire pipeline setup and Jenkins configurations.
* Developed build and deployment scripts using ANT and MAVEN as build tools in Jenkins to move from one environment to other environments.
* Configure and ensure connection to RDS database running on MySQL engines.

**Environment**: AWS (EC2, VPC, ELB, S3, RDS, Cloud Trail), GIT, EBS, Cloud watch, CloudFormation, Terraform, Docker, Jira, AWS CLI, AWS Auto Scaling, Unix/Linux, Groovy, Shell scripting.

## DevOps/Build & Release Engineer

**DXC Technologies**­ Aug 2014 – Jan 2017

**Responsibilities:**

* Experience in Software Integration, Configuration, building, automating, managing and releasing code from one environment to another environment and deploying to servers
* Involved in supporting cloud instances running Linux and Windows on AWS, experience with Elastic IP, Security Groups and Virtual Private Cloud in AWS.
* Extensive experience on configuring Amazon EC2, Amazon S3, Amazon Elastic Load Balancing IAM and Security Groups in Public and Private Subnets in VPC and other services in the AWS.
* Managed network security using Load balancer, Auto-scaling, Security groups and NACL.
* Extensively worked on Jenkins CI/CD pipeline jobs for end-to-end automation to build, test and deliver artifacts and troubleshoot the build issue during the Jenkins build process.
* Implemented Jenkins Code Deploy plugin to deploy to AWS and used to automate the build process and deploy the application to Tomcat server.
* Used Cloud Front to deliver content from AWS edge locations to users, allowing for further reduction of load on front- end servers.
* Created Docker images using a Docker file, worked on Docker container snapshots, removing images and managing Docker volumes.
* Configured Docker container for branching purposes and Implemented Docker automation solution for Continuous Integration / Continuous Delivery model.
* Created and implemented chef cookbooks for deployment and used Chef Recipes to create a Deployment directly into Amazon EC2 instances.
* Developed Chef Cookbooks to manage system configuration and for Tomcat, MySQL, Windows applications and versioned them on GIT repositories and Chef Server.
* Implemented Kafka Security Features using SSL and without Kerberos. Further with more grain-fines Security I set up Kerberos to have users and groups this will enable more advanced security features.
* Installed RedHat Linux using kick-start and applying security polices for hardening the server based on company's policies.
* Created users, roles and groups using Identity Access Management (IAM) and attached the required policies.
* Performed Branching, Tagging, Release Activities on Version Control Tool GIT (GitHub).

**Environment:** AWS Cloud, AWS Lambda, EC2, Puppet, GitLab CI, GitHub, RedHat Linux 5.x/6.x, Windows 2008/2012, SVN, GitHub/BitBucket, Azure, Maven, Ruby, Shell scripts, Ant, Terraform, Splunk, Nagios, Sonar, Agile, IaaS, PaaS, SaaS, PowerShell, WebLogic, Apache Tomcat, JBOSS.

## DevOps/Build & Release Engineer

**DECISION TRUST, NEPAL ­** Aug 2012 – June 2014

**Responsibilities:**

* As DevOps/Build & Release Engineer extensively involved in release management, Environment Management, deployments, Continuous Integration, Continuous Deployment, Incident management, Version management.
* Supported services related to branch/merge/revert code in Git and SVN.
* Experienced using Jenkins as a full cycle continuous delivery tool involving package creation, distribution and deployment onto tomcat application servers via shell scripts embedded into Jenkins jobs.
* Worked on build scripts using ANT and MAVEN build tool in Jenkins to move from one different environments.
* Hands on experience in Configuration Management using Ansible, CHEF and Puppet.
* Monitored Linux servers and applications via Splunk and Nagios.
* Hands on experience in deploying the content cloud platform on Amazon AWS using EC2, S3, and EBS.
* Involved in configuring AWS EC2 instances on cloud platform using Ansible.
* Setting up SSL certificates to use DNS for the tools.
* Delivered monitoring solutions to measure uptime for scenarios, proactively captured system failures, digital certificates validation, and addressed them.

**Environment**: Jenkins, Git, Github, Ant, Maven, AWS, Ansible, Vagrant, Docker, Tomcat, Naigos, Python, Shell, ruby.

# Licenses & Certifications

**AWS Certified Solutions Architect-Associate**

Issued By: Amazon Web Services (AWS) Issued On: March 10, 2020

Credential ID: 2RRBWVK2MM1EQYW4 Credential URL: http://aws.amazon.com/verificatio

# Education

Bachelors Degree in Business Studies(BBS) - Tribhuvan University, Kathmandu, Nepal, Pass Year 2012.